HENRY SCHEIN ONE E-COMMERCE SERVICES
TERMS AND CONDITIONS

These Henry Schein One e-Commerce Services Terms and Conditions (as amended from time to time, this “Agreement”) is
between Henry Schein One, LLC, a Delaware limited liability company (collectively, “Company,” “we,” or “us”) and the
purchaser identified on the applicable order form (“Customer,” “you,” “your” and, such order form, the “Order Form”) and
governs Customer’s use of the Services (as defined below). This Agreement shall become effective on the date on which

Customer has signed the applicable Order Form (the “Effective Date”).

PLEASE READ THIS AGREEMENT CAREFULLY BEFORE USING COMPANY SERVICES AND ASSOCIATED SOFTWARE, INCLUDING,
WITHOUT LIMITATION, ALL CONTENT SUCH AS TEXT, INFORMATION, IMAGES, APPLICATIONS, TEMPLATES, SOFTWARE,
FEATURES, UPDATES, AND OTHER INFORMATION, SERVICES AND MATERIALS (COLLECTIVELY, THE “SERVICES”). BY
ACCESSING OR USING ALL OR ANY PORTION OF THE SERVICES, CUSTOMER ACKNOWLEDGES ITS ACCEPTANCE OF THIS
AGREEMENT AND REPRESENTS THAT CUSTOMER IS AUTHORIZED TO ENTER INTO THIS AGREEMENT ON BEHALF OF ITSELF
AND/OR ITS ORGANIZATION. IF CUSTOMER DOES NOT AGREE TO THE TERMS OF THIS AGREEMENT, CUSTOMER IS NOT
PERMITTED TO USE THE SERVICES, AND CUSTOMER MUST CEASE USE OF AND ACCESS TO THE SERVICES IMMEDIATELY.

1. License Grant

Subject to and conditioned on Customer’s continued compliance with this Agreement, Company hereby grants to Customer,
during the Term of this Agreement, a personal, non-exclusive, non-transferable, worldwide and revocable right to use the
Services, solely for Customer’s own internal business purposes. All rights not expressly granted to Customer hereunder are
reserved by Company.

2. Ownership; Intellectual Property Rights

This Agreement is not a sale and does not convey to Customer any rights of ownership in or related to the Services. Company
(and its successors or assigns, or its licensors, where applicable) shall own all right, title, and interest, including all related
intellectual property rights, in and to the Services, including all related technology, source codes, software components,
content (other than Customer Data, as defined below), any suggestions, ideas, enhancement requests, feedback,
recommendations, or other information provided by Customer or any other party relating thereto (collectively, “Company
Materials”). The trademarks, trade names, service names, and logos associated with the Company Materials are the sole
property of Company, its affiliated companies, and/or its licensors, and Customer shall gain no rights therein other than the
limited right of use for Customer’s internal business purposes as stipulated in this Agreement. Company’s name, logo, and
the product names associated with Company Materials are trademarks of Company or its affiliated companies, and no right
or license is granted to use them. You agree not to sell, license, distribute, copy, modify, publicly perform or display, transmit,
publish, edit, adapt, create derivative works from, or otherwise make unauthorized use of Company Materials.

Customer shall retain all right, title, and interest to patient and/or client data and other information and content input by
Customer or its users into the Services (collectively, “Customer Data”), subject to Company’s right to use Customer Data for
the purposes of providing the Services to Customer. Company utilizes commercially reasonable measures to protect the
security and integrity of customer and patient data. These measures may include the implementation of structural, technical,
or operational controls to limit flows of sensitive or protected data between organizations in order to enhance security and
to reduce the potential for conflicts of interest. Without limiting Company’s obligations hereunder with respect to
confidential data, the Parties agree that Company may use, retain, and combine De-identified Data (i) for the provision of
Services, (ii) for preparing commercially available, normative benchmarking data and analytics; and (iii) for other business
purposes to the extent permitted by applicable laws, rules, regulations, and contractual obligations. The Parties hereby
acknowledge and agree that De-ldentified Data is not confidential data under this Agreement. For purposes of this
Agreement, “De-identified Data” means data that has been aggregated, anonymized, or de-identified such that the data
cannot uniquely identify, either explicitly or implicitly, Customer or any individual. Company supports the interoperability of
data to optimize health outcomes and improve patient care to the extent required or permitted by law. The Parties
acknowledge and agree that Company may disclose patient identifiable data to the respective patient and to such third



parties as the patient may direct.

Customer is solely responsible for the accuracy, quality, integrity, legality, reliability, appropriateness, and right to the use of
Customer Data, submitted, posted, transmitted or made available through Customer’s use of the Services. Customer
acknowledges and agrees that Company does not control or monitor Customer Data nor does Company guarantee the
accuracy, integrity, security, or quality of such Customer Data. Company will not be liable for (a) the deletion, correction,
destruction, damage, loss, or failure to store any Customer Data; or (b) the improper or erroneous upload or extraction of
any Customer Data. Company reserves the right to withhold, remove, and/or discard Customer Data without notice as a result
of Customer’s breach of this Agreement.

If Company on its own or through any third party has notice that Customer Data is in violation of any law or infringes the
rights of any third party, Company shall have the right to immediately suspend Customer’s access to the Services and the
Data. Company may, in its sole discretion, refuse to post, remove, or require Customer to remove, any Customer Data, in
whole or in part, alleged to be in violation of the rights of any third party or applicable law, rule, or regulation.

3. Third-Party Services

In order to access and use the Services, Customer may be required to subscribe to product and/or service offerings of certain
third-party providers (“Third-Party Service(s)”). Customer acknowledges that in order to access and use the Services
Customer may be required to agree to and execute agreements with third-party providers who may charge Customer fees in
addition to the fees and charges imposed by Company.

Company will not be responsible for any loss or damage incurred as a result of Customer’s use of Third-Party Services,
regardless of whether Customer was directed by Company to such Third-Party Services. References made by Company to a
Third Party Service shall not be construed as Company’s approval or endorsement of such Third-Party Service. COMPANY
PROVIDES NO WARRANTY, EXPRESS OR IMPLIED, WITH RESPECT TO THIRD PARTY SERVICES, INCLUDING, WITHOUT
LIMITATION, THE IMPLIED WARRANTIES OF NON-INFRINGEMENT, MERCHANTABILITY AND FITNESS FOR A PARTICULAR
PURPOSE. COMPANY FURTHER EXPRESSLY DISCLAIMS ANY LIABILITY FOR THE PERFORMANCE, QUALITY OR RELIABILITY OF
THIRD PARTY SERVICES, OR CUSTOMER’S CHOICE OF A PARTICULAR MANUFACTURER FROM WHICH TO PURCHASE THIRD
PARTY SERVICES, AND NO CLAIM CUSTOMER MAY HAVE WITH RESPECT TO THIRD PARTY SERVICES PURCHASED FROM
COMPANY SHALL AFFECT CUSTOMER’S OBLIGATIONS (INCLUDING, WITHOUT LIMITATION, CUSTOMER’S PAYMENT
OBLIGATIONS) TO COMPANY FOR THE SERVICES FURNISHED BY COMPANY TO CUSTOMER. CUSTOMER ACKNOWLEDGES
THAT ANY CLAIMS IT MAY HAVE IN CONNECTION WITH THIRD PARTY SERVICES, AND ANY REMEDIES FOR SUCH CLAIMS,
SHALL BE BROUGHT SOLELY AGAINST, OR SOUGHT SOLELY FROM THE MANUFACTURERS OF SUCH THIRD PARTY SERVICES
AND NOT COMPANY.

4, Restrictions on Use

Customer shall not (a) sell, resell, transfer, assign, sublicense, grant a security interest in, or otherwise attempt to transfer
any right in the Services in any way; (b) modify, create derivative works based on, or in any manner commercially exploit the
Services, in whole or in part; (c) reverse engineer or access the Service in order to (i) build a competitive product or service,
(ii) build a product using similar ideas, features, functions or graphics of the Services, or (iii) copy any ideas, features,
functions, or graphics of the Services. Any use of the Services for any purpose other than as specifically permitted herein or
without the prior written consent of Company is expressly prohibited.

Customer shall not use the Services (i) in violation of the rights of any third party or applicable law, rule, or regulation; (ii) to
send spam, “junk mail,” unsolicited messages, or other forms of solicitation in violation of applicable laws; (iii) to send or
store obscene, vulgar, libelous, defamatory, tortuous, unlawful, misleading, inaccurate, or false material, including material
harmful to minors or violative of third-party publicity or privacy rights; (iv) to promote illegal activities; (v) to send or store
material, which infringes any patent, trademark, trade secret, copyright, or other proprietary rights or rights of publicity or
privacy of any person or that Customer does not have a right to make available under any law or under contractual or fiduciary
relationship; (vi) to send or store material that Company reasonably considers is malicious, threatening, abusive, harassing,
hateful or harmful to any person or entity, discriminatory based on race, sex, religion, nationality, disability, sexual



orientation, age or other basis established by law or is otherwise indecent; (vii) to send or store material containing software
viruses, worms, Trojan horses or other harmful computer code, files, scripts, agents, or programs; (viii) to, in Company’s
reasonable discretion, interfere with or disrupt the Services or the data contained therein; (ix) to attempt to gain
unauthorized access to the Services or its related systems or networks; or (x) to use the Services, including the content,
intellectual property, technology, trademarks, or service marks for any commercial purpose without Company’s prior written
consent.

5. Access

Access to the Services will be made available after execution of the Order Form by Customer and completion of any applicable
implementation and/or configuration process.

The Services are intended to require a user ID and password to access and use. Customer is solely responsible for maintaining
the confidentiality of the user IDs and passwords (collectively, “IDs”). Customer shall be liable for any charges, damages, or
losses that may be incurred or suffered as a result of Customer’s failure to do so. Company will not be responsible for any
harm that Customer may incur from: (a) the theft of IDs; (b) Customer’s disclosure of IDs; or (c) another person’s or entity’s
access to and use of the Services using Customer’s IDs, either with or without Customer’s knowledge. Customer agrees to
immediately notify Company of any unauthorized use of IDs or any need to deactivate IDs due to security reasons, or in the
event Customer suspects that IDs have been lost, stolen, compromised or otherwise misused.

Customer shall not access, use, or tamper with the Services via mechanical, programmatic, robotic, scripted or any other
automated means not provided as part of the Services. In no event shall Company be liable for any charges, damages, or
losses that may be incurred or suffered as a result of Customer’s failure to do so.

6. Compliance with Laws

Customer is responsible for all activity occurring under Customer’s account(s) and shall abide by all applicable local, state,
national, and foreign laws, treaties, and regulations in connection with Customer’s use of the Services, including those related
to privacy, data protection, international communications, and the transmission of technical or personal data, including but
not limited to the Health Insurance Portability and Accountability Act, the Health Information Technology for Economic and
Clinical Health Act (collectively referred to herein as “HIPAA”), the General Data Protection Regulation (EU) 2016/679 (the
“GDPR”) and the ePrivacy Directive 2002/58/EC (the “ePrivacy Directive”) as implemented by countries within the European
Economic Area, and the Canadian Personal Information Protection and Electronic Documents Act (“PIPEDA”). Customer shall
ensure that any international transfer of personal data, including any transfer to Company’s technical infrastructure and data
hosting facilities in the United States, is in compliance with all applicable laws and regulations, including but not limited to
the GDPR and PIPEDA. Customer shall (i) notify Company immediately of any known or suspected breach of security; (ii)
immediately report to Company and use reasonable efforts to immediately stop any copying or distribution of content that
is known or suspected by Customer or others to violate this Agreement or the intellectual property rights of third parties; and
(iii) not impersonate another user or provide false identity information to gain access to or use the Services. Certain consumer
protection or similar laws or regulations may impose special requirements with respect to electronic transactions involving
one or more “consumers,” such as (among others) requirements that the consumer consent to the method of contracting
and/or that the consumer be provided with a copy, or access to a copy, of a paper or other non-electronic, written record of
the transaction. Company is not responsible to: (i) determine whether any particular transaction involves a “consumer;” (ii)
furnish or obtain any such consents or determine if any such consents have been withdrawn; (iii) provide any information or
disclosures in connection with any attempt to obtain any such consents; (iv) provide legal review of, or update or correct any
information or disclosures currently or previously given; (v) provide any such copies or access to “consumers”; or (vi) comply
with any such special requirements.

By using the Services, Customers agrees to, where applicable, the terms of the: (a) Henry Schein One Business Associate
Agreement, (b) Henry Schein One Data Processing Addendum, or (c) Henry Schein One Information Manager Agreement.

7. Customer’s Responsibility for Patient Information, Hosted Websites, and Transmitting Messages



7.1 Patient Information

The Services provided may enable Customer to upload and store confidential patient information to a site hosted by Company
(hereafter designated as the “Hosted Site”). State and Federal laws, as well as ethical and licensure requirements of
Customer’s profession, may impose obligations with respect to patient confidentiality that may limit Customer’s ability to
make use of certain Services or to transmit certain information to third parties. Customer represents and warrants that
Customer will comply with all laws directly or indirectly applicable to Customer or its organization that may now or hereafter
govern the gathering, use, transmission, processing, receipt, reporting, disclosure, maintenance, and storage of patient
information, including but not limited to HIPAA, and will use its best efforts to cause all persons or entities under Customer’s
direction or control to comply with such laws. Customer is solely responsible for obtaining, maintaining, and verifying that
Customer or its organization has obtained and is maintaining all patient consents and all other legally necessary consents or
permissions required or advisable to disclose, process, retrieve, transmit, and view patient information Customer transmits,
and stores in connection with the Hosted Site and the Services. Customer agrees that Company, its licensors, and all other
persons or entities involved in the operation of the Services, have the right to monitor, retrieve, store, and use patient
information in connection with the operation of the Services, and is acting on Customer’s behalf in transmitting patient
information. Company will use commercially reasonable efforts to maintain the confidentiality of patient information
Customer transmits and to prevent the disclosure of such information to third parties except in connection with the
transmission, storage, retrieval, and disclosure of such information on Customer’s behalf and except as may be required or
permitted by law.

COMPANY CANNOT AND DOES NOT ASSUME ANY RESPONSIBILITY FOR CUSTOMER’S USE OR MISUSE OF PATIENT
INFORMATION OR OTHER INFORMATION TRANSMITTED, UPLOADED, OR STORED USING THE HOSTED SITE OR THE SERVICES.
CUSTOMER AGREES TO INDEMNIFY COMPANY, ITS PARENT, SUBSIDIARIES, OFFICERS, DIRECTORS, EMPLOYEES, LICENSORS,
PARTNERS, AND AFFILIATES FROM ANY CLAIM, ACTION, OR CAUSE THAT MAYBE BROUGHT AGAINST COMPANY IN THE EVENT
THAT PATIENT INFORMATION IS COMPROMISED DUE TO CUSTOMER’S NEGLIGENCE OR FAILURE TO SECURE IDS.

7.2 Terms of Use and Privacy Policy on the Hosted Site

Customer is responsible for having certain policies, including but not limited to a terms of use and a privacy policy in the
Hosted Site. The terms of use must designate Company as third-party beneficiary and must, at a minimum, contain (a)
ownership of intellectual property, (b) limitations of liability, (c) disclaimers of warranty, and (d) indemnification provisions
each for the benefit of Company and that are at least as favorable to Company as contained in this Agreement. The privacy
policy must, at a minimum (a) disclose any and all uses of personal information that you collect from users; and (b) include a
description of the collection and use of Customer Data.

7.3 Consent to Transmit Messages

Customer may use the Services to use or transmit Customer Data or direct the Services to make contacts via email, text, print
statements or any other channel (in either case, "Messages") to, or with, recipients of the Messages (the "Recipients").
Customer is solely responsible for securing any and all consents or authorizations from Recipients that may be required by
applicable law including for transmitting Messages through the Services.

For the avoidance of doubt, in Customer’s use of the Services, Customer represents and warrants that:

(a) Customer has the legal right to use all Customer Data and to send all Messages to Recipients (after obtaining
appropriate consents from Recipients) and the content, timing and purpose of all Messages, campaigns and programs are in
compliance with all applicable laws, rules and regulations, including, but not limited to, HIPAA, PIPEDA, the GDPR, the ePrivacy
Directive, the Telephone Consumer Protection Act and implementing regulations at 47 CFR Part 64, Subpart L, (collectively,
"TCPA"), the CAN-SPAM Act of 2003 (“CAN-SPAM”), and the Canadian Anti-Spam Law (“CASL”).

(b) Customer has obtained all required consents and/or authorizations, as may be required by HIPAA, PIPEDA, the GDPR,
the ePrivacy Directive, the TCPA, CAN-SPAM, CASL, or other applicable law or regulation, prior to using Customer Data.
Customer will not transmit or allow to be transmitted any Customer Data or Messages for which Customer does not have



legally sufficient consent or authorization from Recipient.

(c) Customer has implemented policies and procedures to honor a Recipient's request to opt-out of any Messages,
campaign, or program transmitted by Customer through the Services.

(d) Inthe event that a Recipient notifies Customer that he or she has revoked his or her consent or authorization, as
may be required for Customer to transmit Messages through the Services, Customer shall immediately cease to utilize the
Services to transmit Messages to such Recipient and implement any and all steps that are required to deactivate any script
or automated delivery of Messages scheduled to be sent to such Recipient.

7.4 Use of the Service to Transmit Messages

Customer acknowledges and agrees that Customer is the transmitter of all Customer Data and Messages and Company is
merely acting at Customer’s direction as a technology conduit for the transmission of such Customer Data and Messages and
that Company assumes no responsibility or liability relating to or arising from Customer’s practices for obtaining legally-
sufficient consents for use of Customer Data and transmission of Messages.

8. Call Recording

Company may record (a) calls between Customer and Company’s agents and/or employees regarding the Services, including
for purposes of providing technical support (“Service Calls”); and (b) incoming calls, on Customer’s behalf as a Service,
including but not limited to, calls from Customer’s prospective clients (the “Inbound Calls” and, collectively with Service Calls,
“Call Recording”). Customer consents to Call Recording and acknowledges that Customer is solely responsible for providing
and/or obtaining all legally required notices and consents from its agents, employees, patients, and customers who may be
recorded in a Call Recording (the “Recorded Persons”). Customer agrees to provide and/or obtain all legally required notices
and consents from the Recorded persons and to comply with all applicable laws, rules, and regulations regarding call
recording, monitoring, and privacy. Customer shall assume all responsibility and liability for Call Recording, including any
preclusion of the applicability of a privilege (including, but not limited to, doctor-patient or attorney-client privilege) with
respect to information from Recorded Persons collected during the Call Recording.

9. Fees

The fees for the Services and any additional products or services provided hereunder shall be specified in the Order Form
(the “Fees”). Unless otherwise specified in the Order Form, the Fees will be charged on a monthly basis and shall be due in
the month following the month such Fees were incurred provided that the first month for any flat fee will be prorated
accordingly. For clarity, the foregoing proration will only apply to flat monthly fees and not one-time or usage-based fees.
Any additional charges, including set-up, implementation, and other one-time Fees, shall be due on the date that Customer
signs the Order Form. All Fees due under this Agreement and in the Order Form are in United States Dollar or local currency
as stated in the Order Form.

Company reserves the right to modify the Fees at any time upon notice (provided that prior notice will not be required if
pricing increases are due to domestic rate changes or other events beyond Company’s control), and such changes or
modifications may be provided by an email message to Customer, or in such other form of communication as may be
designated by Company from time to time.

Customer agrees to provide Company with a valid credit card number or checking account number, unless otherwise
designated in the relevant Order Form, to which Company will automatically charge all Fees as they become due.

If payment by Customer’s credit card or other payment method is denied, or Customer otherwise fails to make any payments
owing to Company, Company may, at its sole discretion, suspend or terminate Customer’s access to the Services and/or
terminate this Agreement. Interest charges of 1% per month (or the highest rate permitted by law if lower than 1% per
month) calculated daily and compounded monthly will apply to any unpaid balance which is more than thirty (30) days
overdue. Customer shall reimburse Company for all reasonable costs incurred by Company in collecting any late payments or



interest, including attorney’s fees, court costs, and collection agency fees.

Company reserves the right to impose a reconnection fee in the event Customer requests to resume access to the Services
after a previous termination of access.

10. Taxes

All Fees are exclusive of taxes. Customer shall be responsible for any and all taxes related to this Agreement. Customer shall
indemnify, defend and hold harmless Company and its officers, employees, and agents for any and all losses, costs, expenses,
and liabilities (including but not limited to taxes, judgments, penalties, and interest) associated with taxes found to be
applicable to Customer and due from Customer with respect to the Services, or any portion thereof, or otherwise due in
connection with this Agreement (other than with respect to taxes due on the income of Company).

11. Term and Termination

This Agreement shall commence on the date of availability of the Services and will remain in effect for an initial term of twelve
(12) months from the last day of the month in which the Services became available (the “Initial Term”). Upon the expiration
of the Initial Term, this Agreement will automatically renew for successive renewal terms (each, a “Renewal Term”, and
together with the Initial Term, the “Term”) equal in duration to the Initial Term at the then-current Fees, unless Customer
provides Company with written notice of Customer’s election not to renew at least thirty (30) days prior to the expiration of
the then-current Term. Company shall have the right to terminate this Agreement at any time, for any reason or no reason,
upon notice to Customer.

ALL FEES ASSOCIATED WITH THE SERVICES ARE NON-REFUNDABLE. Customer is solely responsible for keeping Customer’s
contact and payment information current. Customer hereby authorizes Company to continue billing its credit card on file,
unless otherwise designated in the relevant Order Form, unless and until Customer cancels its subscription to the Services.
In the event that Company is unable to collect the Fees from Customer’s credit card or other payment method, Customer
shall remain responsible for any uncollected amounts in accordance with Section 9 above. If Customer is seeking to terminate
the contract early, Customer may be subject to an early termination fee equal to the remaining balance of fees for the twelve
(12) month contract or any renewal term.

In the event of breach of any provision of this Agreement, the non-breaching party shall notify the breaching party in writing
of the specific nature of the breach and shall request that it be cured. If the breaching party does not cure the breach within
thirty (30) days of such notice, the non-breaching party may immediately terminate this Agreement on written notice to the
breaching party.

Customer agrees and acknowledges that Company has no obligation to retain Customer Data following the expiration or
earlier termination of this Agreement and may delete such Customer Data in accordance with HIPAA or PIPEDA data retention
policies without prior notice.

Subject to any applicable cure period expressly provided herein, Customer’s right to use the Services shall terminate
immediately upon the occurrence of any of the following: (i) Customer’s breach of any term of this Agreement, or (ii)
Customer’s failure to make any payment when due.

12. Confidentiality

12.1 Definition of Confidential Information. “Confidential Information” means all information disclosed by a party
(“Disclosing Party”) to the other party (“Receiving Party”), whether orally or in writing, that is designated as confidential or
that reasonably should be understood to be confidential given the nature of the information and the circumstances of
disclosure. Confidential Information of Customer includes Customer Data; Confidential Information of Company includes
the Services, pricing, discounts and all other terms offered to Customer, any functional limitations of, or errors in, the
software and other materials of a confidential and proprietary nature provided by Company to Customer, and the terms




and conditions of this Agreement. Confidential Information of each party includes but it is not limited to business and
marketing plans, technology and technical information, product plans and designs, and business processes disclosed by
such party. However, Confidential Information does not include any information that (i) is or becomes generally known to
the public without breach of any obligation owed to the Disclosing Party, (ii) was known to the Receiving Party prior to its
disclosure by the Disclosing Party without breach of any obligation owed to the Disclosing Party, (iii) is received from a third
party without breach of any obligation owed to the Disclosing Party, or (iv) was independently developed by the Receiving
Party without use of or reference to the Disclosing Party’s Confidential Information, as shown by the Receiving Party’s
independent contemporaneous written records.

12.2 Protection of Confidential Information. As between the parties, each party retains all ownership rights in and to its
Confidential Information. The Receiving Party will use the same degree of care that it uses to protect the confidentiality of
its own confidential information (but not less than reasonable care) to (i) not use any Confidential Information of the
Disclosing Party for any purpose outside the scope of this Agreement and (ii) except as otherwise authorized by the
Disclosing Party in writing, limit access to Confidential Information of the Disclosing Party to those of its and its Affiliates’
employees and contractors who need that access for purposes consistent with this Agreement and who have signed
confidentiality agreements with the Receiving Party containing protections not materially less protective of the Confidential
Information than those herein. Neither party will disclose the terms of this Agreement or any Order Form to any third party
other than its Affiliates, legal counsel and accountants without the other party’s prior written consent, provided that a party
that makes any such disclosure to its Affiliate, legal counsel or accountants will remain responsible for such Affiliate’s, legal
counsel’s or accountant’s compliance with this “Confidentiality” section. Notwithstanding the foregoing, Company may
disclose the terms of this o a subcontractor to the extent necessary to perform Company’s obligations under this
Agreement, under terms of confidentiality materially as protective as set forth herein. This Section 12 shall not in any way
limit Company’ rights to use Data under this Agreement or Company’s rights to use and disclose information about its sales
of products and services to its customers, including the existence of the terms and conditions of this Agreement.

12.3 Compelled Disclosure. The Receiving Party may disclose Confidential Information of the Disclosing Party to the extent
compelled by law to do so, provided the Receiving Party gives the Disclosing Party prior notice of the compelled disclosure
(to the extent legally permitted) and reasonable assistance, at the Disclosing Party's cost, if the Disclosing Party wishes to
contest the disclosure.

13. Disclaimer of Warranties

THE SERVICES AND ALL CONTENT IS PROVIDED TO CUSTOMER ON AN "AS IS" AND “AS AVAILABLE” BASIS. TO THE MAXIMUM
EXTENT PERMITTED BY APPLICABLE LAW, COMPANY AND ITS LICENSORS DISCLAIM ALL CONDITIONS, REPRESENTATIONS,
AND WARRANTIES, WHETHER EXPRESS, IMPLIED, STATUTORY, OR OTHERWISE, INCLUDING, WITHOUT LIMITATION, ANY
IMPLIED WARRANTY OF MERCHANTABILITY, FITNESS FOR A PARTICULAR PURPOSE, OR NON-INFRINGEMENT OF THIRD PARTY
RIGHTS. WITHOUT LIMITING THE FOREGOING AND EXCEPT AS SPECIFICALLY STATED HEREIN, COMPANY AND ITS LICENSORS
DO NOT REPRESENT OR WARRANT THAT (A) THE USE OF THE SERVICES WILL BE SECURE, TIMELY, UNINTERRUPTED, OR
ERROR-FREE OR OPERATE IN COMBINATION WITH ANY OTHER HARDWARE, SOFTWARE, SYSTEM OR DATA, (B) THE SERVICES
WILL MEET CUSTOMER REQUIREMENTS OR EXPECTATIONS, (C) ANY STORED DATA WILL BE ACCURATE OR RELIABLE, (D) THE
QUALITY OF ANY PRODUCTS, SERVICES, INFORMATION, OR OTHER MATERIAL PURCHASED OR OBTAINED BY CUSTOMER
THROUGH THE SERVICES WILL MEET CUSTOMER REQUIREMENTS OR EXPECTATIONS, (E) ERRORS OR DEFECTS WILL BE
CORRECTED, OR (F) THE SERVICE OR SERVER(S) THAT MAKE THE SERVICES AVAILABLE ARE FREE OF VIRUSES OR OTHER
HARMFUL COMPONENTS; NOR DOES COMPANY OR ITS LICENSORS MAKE ANY REPRESENTATION, WARRANTY, OR GUARANTY
AS TO THE RELIABILITY, TIMELINESS, QUALITY, SUITABILITY, TRUTH, AVAILABILITY, ACCURACY, OR COMPLETENESS OF THE
SERVICES. COMPANY IS NOT RESPONSIBLE FOR ANY DELAYS, DELIVERY FAILURES, OR OTHER DAMAGE RESULTING FROM
LIMITATIONS, DELAYS, AND OTHER PROBLEMS INHERENT IN THE USE OF THE INTERNET AND ELECTRONIC
COMMUNICATIONS.

COMPANY DOES NOT PROVIDE ANY FORM OF MEDICAL CARE, MEDICAL OPINION, MEDICAL ADVICE, DIAGNOSIS, OR
TREATMENT, AND COMPANY DOES NOT EVALUATE THE NEED TO SEEK MEDICAL ATTENTION. THE CONTENT PROVIDED IN
CONNECTION WITH THE SERVICE IS NOT INTENDED AS A SUBSTITUTE FOR, NOR DOES IT REPLACE, PROFESSIONAL MEDICAL



ADVICE, DIAGNOSIS, OR TREATMENT. ANY JUDGMENTS OR DECISIONS ARE MADE AT CUSTOMER’S SOLE ELECTION.
COMPANY DOES NOT MAKE ANY REPRESENTATIONS OR WARRANTIES, WHETHER EXPRESSED OR IMPLIED, WITH RESPECT TO
PROFESSIONAL QUALIFICATIONS, EXPERTISE, OR QUALITY OF WORK OF THEIR EMPLOYEES, THIRD-PARTY CONTRIBUTORS,
OR CONTENT PROVIDED THROUGH THE SERVICE. CUSTOMER ASSUMES FULL RESPONSIBILITY FOR THE DELIVERY OF MEDICAL
CARE AND HEREBY ACKNOWLEDGES AND AGREES THAT NOTWITHSTANDING ANY REPRESENTATION OR WARRANTY MADE
BY COMPANY IN THIS AGREEMENT OR OTHERWISE, CUSTOMER IS RESPONSIBLE FOR ALL MEDICAL AND CLINICAL ACTIVITIES,
DIAGNOSES AND OUTCOMES.

14. Indemnification

Customer agrees to defend, indemnify, and hold Company, its parents, members, subsidiaries, officers, directors, employees,
licensors, partners, and affiliates harmless from and against any and all claims, costs, damages, losses, liabilities, and expenses
(including attorneys' fees) arising out of or in connection with (a) a claim alleging that any Customer Data, whether provided
by Customer or its affiliates, infringes the rights of, or has caused harm to, a third party; (b) a claim, which would constitute
a violation by Customer of its representations and warranties made herein; (c) a breach by Customer of its use rights or use
restrictions under this Agreement; (d) a claim arising from Customer’s contravention of any applicable local, state, national,
or foreign law or regulation; (e) a claim arising from any products or services that Customer offers on or through the Services;
(f) a third-party claim arising from Customer’s use of the Services; (g) Customer’s failure to obtain any necessary consents
around the use and transmission of Customer’s Data; (h) Customer’s data breach; or (i) the theft of IDs, Customer’s disclosure
of IDs, or another person’s or entity’s access to and use of the Services using Customer’s IDs, either with or without
Customer’s knowledge.

15. Limitation of Liability

IN NO EVENT SHALL COMPANY, ITS PARENT, SUBSIDIARIES, OFFICERS, DIRECTORS, EMPLOYEES, LICENSORS, PARTNERS, AND
AFFILIATES BE LIABLE TO CUSTOMER FOR ANY INDIRECT, SPECIAL, CONSEQUENTIAL, OR INCIDENTAL, EXEMPLARY, OR OTHER
DAMAGES ARISING FROM OR RELATED TO THIS AGREEMENT, INCLUDING BUT NOT LIMITED TO LOSS OF DATA, LOSS OF
INCOME, LOSS OF OPPORTUNITY, LOST PROFITS, AND COSTS OF RECOVERY OR ANY OTHER DAMAGES, HOWEVER CAUSED
AND BASED ON ANY THEORY OF LIABILITY, AND INCLUDING, BUT NOT LIMITED TO, BREACH OF CONTRACT, TORT (INCLUDING
NEGLIGENCE AND STRICT LIABILITY), STATUTE, OR OTHERWISE, AND WHETHER OR NOT COMPANY HAS BEEN ADVISED OF
THE POSSIBILITY OF SUCH DAMAGES. TO THE EXTENT PERMITTED BY APPLICABLE LAW, THE TOTAL AGGREGATE LIABILITY OF
COMPANY SHALL BE LIMITED TO THE AMOUNT PAID TO COMPANY BY CUSTOMER HEREUNDER DURING THE THREE (3)
MONTHS IMMEDIATELY PRECEDING THE FIRST EVENT GIVING RISE TO THE CLAIM.

16. Additional Terms for Specific Services
The additional terms in this Section 16 will apply to Customer’s use of specific service(s) as applicable.
16.1 Trial Services

If Customer registers for a trial use of the Services (a “Trial Period”), Customer must decide to purchase the Services within
the Trial Period in order to retain any content that Customer has posted or uploaded during the Trial Period. If Customer does
not purchase the Services by the end of the Trial Period, any applicable content will no longer be available and Customer
cannot access or retrieve any of the data added or created during the Trial Period.

16.2.  Quickbill

Customer hereby authorizes Company to print and send patient bills, and Customer appoints Company to be its agent, when
necessary, for the sending of patient bills. All pricing is per submission, and prices are subject to change in accordance with
Section 9 above. Unless otherwise stated on the Order Form, the price for each statement is a statement fee indicated on the
Order Form plus the published rate of First Class postage by the United States Postal Service.



16.3 eCentral

Customer acknowledges and agrees (a) that access to eligibility information shall be restricted to the sole purpose of
verification of Medicaid eligibility where the recipient has requested Medicaid payment for medical services; (b) that
verification of eligibility under the Services is not a guarantee of payment and the records as to the recipient's eligibility status
shall be final authority; (c) to indemnify and hold harmless each State, its agents and employees, from any and all claims by
Customer or any Medicaid recipient who is aggrieved by the actions of Company or Customer; and (d) to abide by all
applicable federal and state regulations regarding confidentiality of information.

16.4 eClaims

Customer hereby appoints Company (or its assignee) to be its agent when necessary for the submission of its insurance claims.
Company will debit the provider the monthly rate per electronic paper claim listed on the Order Form, subject to a minimum
billing per month of $15.00 beginning in the first full month following sixty (60) days of execution of the Order Form. Customer
acknowledges that if Customer’s social security number or tax identification number changes, it is Customer’s responsibility
to contact Company and provide updated information. Failure to do so will result in rejected claims.

16.5 Online Appointment Booking

By utilizing any third-party web browser, search engine or other application hosted by a third party (collectively, “Third Party
Search Engines”) for Services such as online appointment booking, Customer agrees and acknowledges that (i) our Services
may include the facilitation or integration with Third Party Search Engines, (ii) any information, including but not limited to
consumers, end users or prospective patients data shared with those Third Party Search Engines, is subject to the terms and
conditions of the respective Third Party Search Engines, and (iii) Company is not responsible for providing any notices
regarding such Third Party Search Engines. Company hereby disclaims any responsibility for the privacy practices of these
Third Party Search Engines and provides no warranties or representations regarding them. Further, Company shall have no
liability with respect to Customer or any consumers, end users, or prospective patients concerning their use or any other
matters relating to such Third Party Engines, including the sharing or breach of protected health information as defined by
HIPAA.

16.6 Print Product

Customer acknowledges and agrees (a) that Customer is solely responsible for the accuracy, quality, integrity, legality,
reliability, appropriateness, and right to the use any content submitted in connection with the Print Product; and (b) in the
event that Customer submitted incorrect content, Customer shall pay any associated correction fees.

16.7 Listing Service

Company may offer a complimentary listing service (the “Listing Service”) under which Customer’s business information and
client and/or patient reviews (collectively, “Customer Business Information”) are submitted to search engines, indexes, and
other third-party websites (collectively, “Third-Party Websites”). Customer agrees (a) to participate in the Listing Service; and
(b) to allow Company to submit and register Customer Business Information with Third-Party Websites. Company does not
guarantee the acceptance of such submissions by Third-Party Websites. Customer may request in writing to remove
Customer Business Information from websites that are controlled by Company; provided, however, that Company is not
obligated to request Third-Party Websites to remove such Customer Business Information. Additional tools may be made
available by Third-Party Websites to Customer and Company will not be responsible for any loss or damage arising out of
Customer’s use of such tools.

In addition to the terms of this Agreement, Customer shall agree to the terms of Company’s public review policy, as may be
amended by Company from time to time. Company may immediately terminate Customer’s participation in the Listing
Service, and/or this Agreement, upon Customer’s breach of the public review policy. Upon termination of this Agreement by
either party, Customer Business Information may remain in any data feeds provided to Third-Party Websites under the Listing



Service.

If Customer cancels its subscription to the Services, Company may remove Customer Business Information from websites
controlled by Company. Company reserves the right to terminate the Listing Service, at any time, for any reason or no reason.

16.8 Henry Schein One Connect for Facebook

By subscribing to the Henry Schein One Connect for Facebook, Customer agrees to pay any additional installation and monthly
subscription fee(s) in connection with the Henry Schein One Connect for Facebook subscription. Such subscription will
automatically renew at the then-current subscription rate, along with the renewal of this Agreement, unless Customer
provides notice of non-renewal in accordance with Section 11 above. Company will not be responsible for, and makes no
warranty as to, the content published on Customer’s Facebook pages, or any other matter related to Customer’s use, or that
of others, of Facebook, its applications, features, and functions.

16.9 Dentrix Pay

Customer may be subject to an additional monthly service fee for Dentrix Pay or PowerPay LE EMV (collectively herein
“Dentrix Pay”), as applicable. All pricing information will be stated in the Order Form, and prices are subject to change in
accordance with Section 9 above. Company may work with a third-party provider to provide Dentrix Pay and Customer’s use
of Dentrix Pay is subject to Section 3 above. Customer acknowledges and agrees that Dentrix Pay will not be eligible for
software updates.

16.10 Eligibility Services

Customer hereby appoints Company (or its assignee) to be its agent for collecting eligibility information from payers or other
third parties that maintains insurance eligibility and benefit information, through telephone, third party websites or portals,
or such other means as Company may determine. Customer hereby authorizes Company to utilize Customer’s login
information, passwords, credentials or security protocols (“Credentials”) as may be required to collect information from
payers or other third parties on behalf of Customer. It is Customer’s responsibility to provide to Company, in the manner
determined by Customer, accurate, up to date, and complete Credentials and to provide Company with updates to such
Credentials as soon as possible upon Customer becoming aware of any update and obtaining all required permissions, licenses
and consents to provide to Company and grant to Company the right to use such Credentials. Eligibility Pro includes 300
eligibility checks per month. Customer acknowledges and agrees that any additional eligibility checks per month will be
subject to Company’s then current per eligibility check fee. Any unused portion of the 300 eligibility checks for any given
month will be forfeited and will not roll over to later months. Eligibility Essentials does not include any Eligibility Pro eligibility
checks, but Eligibility Essential subscribers will be able to purchase on demand Eligibility Pro checks in the platform subject
to Company’s then current per eligibility check fee.

17. General Provisions

17.1 Entire Agreement

This Agreement including the Order Form constitutes the entire agreement between Customer and Company with respect to
the subject matter hereof and shall supersede any prior agreements, negotiations, understandings, or any other
communications.

17.2 Modification to Terms

Modifications to this Agreement shall become effective immediately upon posting of an updated version of this Agreement
to the website applicable to the Services or upon notice which may be provided through billing statements, email, links,
quotes, Company website or any other form selected by Company. Customer is responsible for regularly reviewing this
Agreement.



17.3 Force Majeure

Company will not be responsible for any delay, interruption, or other failure to perform under this Agreement due to acts
beyond its reasonable control (“Force Majeure Events”). Force Majeure Events include, but are not limited to: natural
disasters; power surges or failures; wars, acts of military authorities, riots, terrorist activities, and civil commotions; activities
of local exchange carriers; inability to secure raw materials; transportation facilities; fuel or energy shortages; unavailability
of telephone carriers, wireless carriers, Internet service providers, and other third parties; explosions and fires; embargoes,
strikes, and labor disputes; governmental decrees; quarantines, pandemics, and any other cause beyond the reasonable
control of Company.

17.4 Severability
If any provision of this Agreement is otherwise held to be invalid or unenforceable for any reason, the remaining provisions
will continue in full force without being impaired or invalidated in any way. The parties agree to replace any invalid provision

with a valid provision that most closely approximates the intent and economic effect of the invalid provision.

17.5 Governing Law; Jurisdiction

This Agreement is governed by the laws of the State of Utah and the United States of America, including U.S. copyright laws.
The Federal and State Courts resident in the State of Utah shall have exclusive jurisdiction to adjudicate any dispute arising
under or out of this Agreement.

17.6 Assignment

Customer shall not have the right to assign or transfer any obligations or benefit under this Agreement without the prior
written consent of Company. Any purported assignment in violation of this Section shall be void. Except as otherwise provided
herein, this Agreement shall be binding on and inure to the benefit of the respective successors and permitted assigns of the
parties.

17.7 Survival
The rights and obligations in Sections 2 (Ownership; Intellectual Property Rights), 4 (Restrictions on Use), 9 (Fees), 11 (Term
and Termination), 12 (Confidentiality), 14 (Indemnification), 15 (Limitation of Liability), 16 (Additional Terms for Specific

Services) and 17 (General Provisions) shall survive the expiration or earlier termination of this Agreement.

17.8 Export Restrictions

Customer acknowledges that the Services, or any portion thereof, may be subject to U.S. export restrictions. Customer agrees
to comply with all applicable international and national laws that apply to the Services, or any portion thereof, including the
U.S. Export Administration Regulations, as well as destination and all other restrictions issued by U.S. and other governments.

17.9 Notices

All notices and other communications required or permitted to be given by Company to Customer under this Agreement will
be deemed to be properly given on the date such notice or communication was sent to Customer’s email address or postal
address on record. All notices and other communications required or permitted to be given by Customer to Company under
this Agreement will be deemed to be properly given upon the expiration of forty-eight (48) hours after mailing to 1220 S 630
E, American Fork, UT 84003, Attention: Legal Department with a copy to legal@henryscheinone.com.

17.10 No Waiver




The failure of either party to enforce its rights under this Agreement at any time for any period shall not be construed as a

waiver of such rights. A waiver shall not be effective unless it is in writing and signed by the party against whom the waiver is
being enforced.

17.11 Independent Contractor

Notwithstanding any provision hereof, for all purposes of this Agreement, the parties are independent contractors and
nothing contained herein shall be deemed to create a partnership, agency, joint venture, or employment relationship.

17.12  Section Headings

Headings herein are for convenience of reference only and shall in no way affect interpretation of the Agreement.

Updated and effective as of September 4, 2024.



